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Abstract— The effectiveness and the simple implementation of
physical layer jammers make them an essential threat for wireless
networks. In a multihop wireless network, where jammers can
interfere with the transmission of user messages at intermediate
nodes along the path, one can employ jamming oblivious routing
and then employ physical-layer techniques (e.g., spread spectrum)
to suppress jamming. However, whereas these approaches can
provide significant gains, the residual jamming can still severely
limit system performance. This motivates the consideration of
routing approaches that account for the differences in the
jamming environment between different paths. First, we take
a straightforward approach where an equal outage probability
is allocated to each link along a path and develop a minimum
energy routing solution. Next, we demonstrate the shortcomings
of this approach and then consider the joint problem of outage
allocation and routing by employing an approximation to the link
outage probability. This yields an efficient and effective routing
algorithm that only requires knowledge of the measured jamming
at each node. Numerical results demonstrate that the amount of
energy saved by the proposed methods with respect to a standard
minimum energy routing algorithm, especially for parameters
appropriate for terrestrial wireless networks, is substantial.

Index Terms— Wireless communication, energy-aware systems,
routing protocols.

I. INTRODUCTION

DUE to their broadcast nature, wireless networks are
susceptible to many security attacks. Among them,

denial-of-service (DoS) attacks can severely disrupt network
performance, and thus are of interest here. In particular,
jamming the physical layer is one of the simplest and most
effective attacks, as any cheap radio device can broadcast elec-
tromagnetic radiation to block the communication channel [2].

A straightforward approach to combat adversaries that jam
transmissions in the network, particularly in a system with
transmitters and receivers capable of operating over a large
bandwidth, is to employ physical-layer mitigation techniques.
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Prominent among these approaches are direct-sequence and
frequency-hopped spread spectrum, each of which employs
a significantly larger bandwidth than that required for
message transmission in order to allow for interference
suppression [3], [4]. These techniques allow a significant
reduction in the impact of the interference, often on the order
of the ratio of the system bandwidth to the data rate. However,
the interference can still limit the performance of the system,
or, stated differently, spread-spectrum might simply increase
the cost of the jamming for the adversary, whom may still
be willing to pay such a cost. In addition, the jammers may
use alternate methods of jamming to greatly impact receiver
operation by compressing the dynamic range of the receivers
front-end [5].

This motivates the consideration of routing approaches to
avoid adversarial jammers if it can be justified from the per-
spective of minimizing total cost to the network. In this work,
we consider wireless communication between a source and a
destination in a multi-hop fashion in the presence of multiple
physical layer jammers that are spread over the network area
at arbitrary locations by the adversary. We define that cost
to be the aggregate energy expended by the system nodes to
reliably transmit a message from the source to the destination,
with reliability measured by an outage constraint. The general
routing problem has been studied extensively in the literature
[6]–[9]. Specifically, in [10] and [11], routing algorithms in the
presence of multiple jammers are investigated, but the energy
consumption of the network nodes is not considered. Excessive
energy consumption quickly depletes battery-powered nodes,
and causes increased interference, resulting in a lower network
throughput; thus, it is essential to seek methods to reduce
energy consumption of the network nodes [12]. There has
been some study of energy-aware routing protocols in the
literature [13]–[17], but only a few works considered mini-
mum energy routing with security considerations [18], [19].
These works studied energy-aware routing in the presence of
passive eavesdroppers; however, minimum energy routing in
the presence of active adversaries (i.e. jammers) has not been
considered.

In this paper, we formulate the minimum energy routing
problem with an end-to-end outage probability constraint
in a wireless multi-hop network with malicious jammers.
For exposition purposes and the simulation environment, the
jammers are assumed to be equipped with omni-directional
antennas and to be able to propagate radio signals over the
entire frequency band utilized by the nodes in the network.
However, it will become apparent that the proposed algorithms
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apply in a more general environment, relying only on the
measured jamming at each of the nodes in the network and
being agnostic of the manner in which that jamming was gen-
erated and the geographical locations of the jammers (i.e. the
solution easily addresses jammers with directional antennas,
etc.). We will consider both static jammers, which transmit
the jamming signal continuously, and simple dynamic jammers
that switch randomly between transmitting the jamming signal
and sleeping mode.

A difficulty in solving this problem is deciding the local
outage of the links that form a path from source to destination
so that the path satisfies an end-to-end outage requirement.
We begin our exploration of the multi-hop minimum energy
routing problem in the presence of malicious jammers by con-
sidering a straightforward approach that allocates equal outage
probability to each link along each potential path from source
to destination, in such a way that the resulting end-to-end
outage probability satisfies a pre-specified threshold. In this
scenario, the search for the optimal path is complicated by a
lack of knowledge of the number of hops in the optimal path a
priori. After developing an algorithm to find the optimal path
under this approach, we then analyze the potential weaknesses
of the solution. In particular, if certain links along a path are
subject to significant jamming relative to other links along that
path, it may be more energy efficient to allow larger outage
probabilities on those links subject to significant jamming.
This motivates a more general approach to the problem where
the end-to-end outage constraint is allocated optimally to the
links along each path during the process of path selection.

Unfortunately, the presence of jammers in combination
with the end-to-end outage probability constraint makes it
difficult to find an optimal path with minimum energy cost.
The solution we propose here is to approximate the outage
probability with a simpler expression that allows us to derive
an analytical solution for the problem. In fact, the specific
structure of the link cost has a profound impact on the
complexity of the routing problem. While the approximate link
cost employed in the problem considered here results in a cost
structure that is amenable to a polynomial algorithm, there is
no guarantee that, even if the exact link cost had an analytical
solution, it would lead to a polynomial time algorithm (for
example, the exact link cost resulted in an NP-hard routing
problem in [19]). Our simulation results indicate that the gap
between the exact and approximate solutions of the routing
problem is small. In particular, we are able to readily derive a
fast and efficient algorithm that, importantly, does not rely
on the detailed jammer characteristics (locations, jamming
powers) but rather only the observed (and thus measurable)
long-term average aggregate interference at each system node.
Numerical results are then presented to compare in detail the
performance of the various algorithms in terms of energy
expended for a given network simulation scenario and end-to-
end outage constraint for both single-flow and multiple-flow
scenarios. Finally, we discuss how the proposed algorithm can
be implemented in a distributed manner.

The rest of the paper is organized as follows. Section II
describes the system model. The algorithm for minimum
energy routing with equal outage per link is considered in

Section III. The minimum energy routing with approximate
outage per link in the presence of static and dynamic jammers
is presented in Section IV. In Section V, the results of
numerical examples for various realizations of the system are
provided, and the comparison of the proposed methods to a
benchmark shortest path algorithm is presented. Distributed
implementation of the routing algorithm and retransmission-
aware algorithms are discussed in Section VI, and conclusions
and ideas for future work are discussed in Section VIII.

II. SYSTEM MODEL

A. System Model

The notation employed throughout this work is summarized
in Table I. We consider a wireless network where the system
nodes are located arbitrarily. Let G = (N , L) denote the graph
of the network where N denotes the set of network nodes
and L denotes the set of links between them (a link can be
potentially formed between any pair of nodes in the network).
In addition, malicious jammers are present in the network
at arbitrary locations, and these jammers try to interfere
with the transmission of the system nodes by transmitting
random signals. We assume that each jammer utilizes an omni-
directional antenna and can transmit over the entire frequency
band; thus, spread spectrum or frequency hopping strategies
improve performance via the processing gain, but are not
completely effective in interference suppression.

One of the system nodes (source) chooses relays, with
which it conveys its message to the destination in a (possibly)
multi-hop fashion. Suppose the relays that the source selects
construct a K -hop route between the source and the desti-
nation. A K -hop route � is determined by a set of K links
� = 〈�1, . . . , �K 〉 and K + 1 nodes (including source and
destination) such that link �k connects the kth link transmitter
Sk to the kth link receiver Dk .

In this work we consider a delay-intolerant network, which
is a common assumption especially in military networks. If we
enable retransmissions at relays, the local retransmissions
cause out of control returns of the message between relays,
and thus impose undesirable delay on the network. Hence, we
do not consider local retransmissions in this paper.

We denote the set of jammers by J and consider both
static jammers and dynamic jammers. In the case of static
jammers, each jammer transmits white Gaussian noise with
a fixed power. Since the jammers are active, we assume
initially that the transmit power and the location of jammers
are known to the system nodes; however, we will see that for
our proposed method, the knowledge of the transmit powers
and locations of jammers is not necessary; in fact, the system
nodes can measure the average received jamming (averaged
over the multipath fading) and use this estimate of jamming
interference for efficient routing. In the case of dynamic
jammers, each jammer switches between an “ON” state, when
it transmits the jamming signal, and an “OFF” state or sleeping
mode randomly and independently from the other jammers.
These dynamic jammers are especially useful when the battery
life of the jammers is limited and the adversary tries to cover a
larger area, as the jammers in sleep mode can save significant
energy.
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TABLE I

TABLE OF NOTATIONS

B. Channel Model

We assume frequency non-selective Rayleigh fading
between any pair of nodes. For instance, for link k between
nodes Sk and Dk , let hk denote the fading, and {h j,k} j∈J
denote the respective fading coefficients between jammers
and Dk . It follows that the channel fading power is expo-
nentially distributed. Without loss of generality, we assume
E[|hk |2] = 1,∀k, and E[|h j,k|2] = 1,∀ j, k, and then work
path-loss explicitly into (1) below. Also, each receiver expe-
riences additive white Gaussian noise with power N0. Hence,
the signal received by node Dk from node Sk is

y(k) = hk
√

Pk

dα/2
k

x (k) +
∑

j∈J

h j,k
√

Pj

dα/2
j,k

x ( j ) + n(k), (1)

where Pk is the transmit power of node Sk , Pj is the transmit
power of the j th jammer, dk is the distance between Sk and
Dk , d j,k is the distance between j -th jammer and Dk , and α is
the path-loss exponent. Also, x (k) and x ( j ) are the unit power
signals transmitted by Sk and j -th jammer. If spread spectrum
were employed, the model would obviously change to include
the processing gain and further averaging of the fading, but
the design process would be similar.

C. Path Outage Probability

Our goal is to find a minimum energy route between an
arbitrary pair of nodes in the network such that the desired
average end-to-end probability of outage is guaranteed. Hence,
we need to find the set of relay nodes (links) with minimum
aggregate power such that the end-to-end probability of outage

pS D
out ≤ π , where π is a predetermined threshold for the

average outage probability. Let pk
out denote the average outage

probability of link �k = 〈Sk, Dk〉; the source-destination
outage probability in terms of the outage probability of each
link is,

pS D
out = 1−

∏

1≤k≤K

(
1− pk

out

)
. (2)

Implicit in our formulation is the end-to-end throughput of
the path between the source and destination. Let ρ denote
the required end-to-end throughput. Since the throughput of a
path is determined by the throughput of its bottleneck link, to
minimize transmission energy of the path, it is necessary to
achieve an equal throughput over each link of the path. Thus,
in our formulation of minimum energy routing, the cost of each
link is computed with respect to the required throughput ρ, as
described in the following subsection.

D. Analysis of Link Outage Probability

Consider the outage probability of a link in the presence of
the set of jammers J . The outage probability of link �k given
its fading gain |hk |2 and the fading gains between the jammers
and the receiver of the link, i.e., {|h j,k|2} j∈J is,

pk
out = P

{
Pk |hk |2/dα

k

N0 +∑ j∈J Pj |h j,k|2/dα
j,k

< γ

}
, (3)

where γ is the required signal-to-interference ratio at the
receiver. The value of γ determines the link throughput.
Specifically, for a desired throughput of ρ, by applying the
Shannon capacity formula, the threshold γ is given by:

γ = 2ρ − 1.

Since the fading gain |hk |2 is distributed exponentially, con-
ditioned on {|h j,k|2} j∈J , we obtain that,

pk
out({|h j,k|2} j∈J)

= 1− exp

⎛

⎝
−γ

(
N0 +∑ j∈J Pj |h j,k |2/dα

j,k

)

Pk/dα
k

⎞

⎠ . (4)

Taking the expectation over the fading gains of the jammers
yields:

pk
out = E

⎡

⎣1− exp

⎛

⎝
−γ

(
N0 +∑ j∈J Pj |h j,k |2/dα

j,k

)

Pk/dα
k

⎞

⎠

⎤

⎦

= 1− e
− γ N0dα

k
Pk

∏

j∈J

E

[
exp

(−γ Pj |h j,k|2/dα
j,k

Pk/dα
k

)]

= 1− e
− γ N0dα

k
Pk

∏
j∈J

(
1+ γ Pj /dα

j,k
Pk/dα

k

) , (5)

which is the expected outage probability for a link in the
network. The last equality follows from the fact that if the
random variable X is exponentially distributed, E[e−t X ] =

1
1+tλ−1 where λ = E[X] and t ∈ R.
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E. Minimum Energy Routing: the Optimization Problem

Our goal is to find the path that connects the source
and destination with minimum energy consumption for the
communication subject to an end-to-end outage probability
constraint. The minimum energy routing problem is to find
the optimal path �∗ so that:

�∗ = argmin
�∈�S D

C (�) (6)

where, �S D denotes the set of all possible paths between
source and destination nodes S and D, and C (�) is the
minimum cost to establish path �, which is given by the
following optimization problem:

C (�) = min
k=1, ...

Pk >0
,K ,

∑

�k∈�
Pk, s.t., pS D

out (�) ≤ π. (7)

�k refers to link k in path � = 〈�1, �2, . . . , �|�|〉 (where,
|�| denotes the length of path �). Substituting (5) in (2), the
constraint of this optimization problem is,

pS D
out (�) = 1−

∏

�k∈�

e
− γ N0dα

k
Pk

∏
j∈J

(
1+ γ Pj /dα

j,k
Pk/dα

k

) ≤ π. (8)

Notice that classical routing algorithms such as Dijkstra or
Bellman-Ford cannot be applied to this problem as they require
an explicit characterization of the cost of each link, which is
not possible in this problem as the cost of a link actually
depends on the path that contains the link. That is, the link
costs depend on the unknown path between S and D. In order
to determine the cost of a link, first we have to determine the
path that contains the link. Consider some link � that is on
two possible paths �1 and �2. The paths �1 and �2 have
at least one link that is not on both of them, otherwise they
are just the same path. The characteristics of the uncommon
links change the distribution of the outage probability among
the links of each path. Thus, the cost of link �, which is the
power allocated to its source node, depends on the end-to-
end path that contains link �. Depending on which path is
considered, the cost of the link changes. Such a structure is
completely different from the structure required for classical
routing algorithms to be applied in a network. In general, there
are two approaches to solve this problem:

1) Exploit the structure of the problem in order to design
a solution that is efficient (e.g., has polynomial running
time).

2) Ignore the problem structure and solve it numerically,
which may or may not be efficient depending on the
structure of the problem.

While the second approach will work and could be used
to find the optimal path, we wish to comment on the com-
putational complexity of this approach. To numerically solve
this problem, one has to find all possible paths between nodes
S and D, and then choose the one that has the lowest cost
and satisfies the outage constraint. Finding all possible paths,
or for that matter even counting their number, between a
pair of nodes in a network is a well-known combinatorial
problem with no known polynomial solution. It belongs to

the class of problems known as #P-complete, and is even hard
to approximate [20]. So, while it is possible to numerically
solve problem defined in (6), (7), and (8) for a small network,
the running time of such an approach will be prohibitive for
any large network of interest.

It may be possible to design a psudo-polynomial time
(i.e., exponential time in the length of the input) algorithm
to solve problem (6)-(8) exactly. To this end, we note the
similarity between our problem and the delay-constrained
routing problem defined as follows:

Delay-Constrained Routing Problem:

�∗ = arg min
�∈�S D

∑

�k∈�
Ck

Subject to: P {end-to-end delay on path �} ≤ τ (9)

where, Ck is the cost of link �k . It has been shown that the
Delay-Constrained Routing problem is NP-complete [21].

In the paper, we will take the following approaches in order
to design an algorithm with polynomial time complexity.

1) As a reasonable algorithm to help motivate our main
approach, we first simplify the problem and consider
equal outage probabilities per-link such that the end-
to-end outage probability over the path is π , which is
described in the next section. However, we show that
this approach could lead to severe inefficiencies.

2) Thus, we use an approximation to tackle the complexity
of the optimization problem defined in (6), (7), and (8).
Using the approximation, we develop an algorithm to
find the efficient route.

III. MER-EQ: MINIMUM ENERGY ROUTING WITH

EQUAL OUTAGE PER LINK

As explained earlier, in this approach, we simplify the
problem and consider equal outage probabilities per links of
the optimum path such that the desired end-to-end outage
probability π is guaranteed. If the optimum path has h
hops, assuming equal outage per link, the per-hop outage
probability is,

ε(h) = 1− h
√

1− π . (10)

Let C (u, v) denote the cost of the link between
nodes u and v. The cost of establishing one link is a function of
the outage probability of that link, which in turn is dependent
on the path length h. We use the notation Pu,v (ε(h)) to denote
the transmission power required for link �u,v when the link
is part of a path of length h. However, a difficulty of this
approach is that the number of links of the optimum path is not
known a priori, and thus the per link outage probability ε(h)
is not known. This means that, in order to compute the cost
of each link, we need to have the optimal path, but in order
to find the optimal path, we need to compute the cost of
each link. Because of the interdependency of link costs and
optimal path, traditional routing algorithms such as Dijkstra’s
algorithm cannot be applied to this problem. We need to design
an algorithm where the cost of a link depends on the length
of the path.

To this end, we develop a two-step algorithm as follows.
In the first step, we assume the number of hops is h, and then
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Fig. 1. Network expansion: add N − 1 replicas for each node ui ,
i = 1, . . . , N − 1 to the expanded network. Then links (shown by dashed
lines) are added to the expanded network such that a path from S to ui (h)
will have exactly h hops. Hence, every path from S to D(h) has exactly h
hops. A sample path from the source to u N−1(h) is shown by bold solid
lines.

we calculate the per-hop outage probability by applying (10).
Using this per-hop outage probability, we calculate the cost
of establishing each link assuming the link is on a path
of length h from source to destination. However, even with
these link costs calculated, it is not trivial to perform shortest
path routing under the constraint that the route found must
have h hops, since standard shortest path algorithms (such as
Dijkstra) do not enforce such a constraint. Hence, we do the
network expansion described in the next section before running
a standard shortest path algorithm to complete the first step of
MER-EQ. We repeat the first step for each possible number of
hops h = 1, 2, . . . , N−1. The second step produces the output
of MER-EQ by selecting the route with minimum energy
among the N − 1 paths, one for each h = 1, 2, . . . , N − 1,
obtained in the first step.

A. Selection of a Minimum Cost Path of Length h Hops

To enforce the selection of a route with h hops as required
in the first step of MER-EQ, we pre-process the network
to create an expanded network as described in Algorithm 1.
In this algorithm, S and D denote the source and destination
nodes. The algorithm works by first adding S to the expanded
network. Next, since the longest path in a network of N nodes
will have at most N − 1 hops, it adds N − 1 replicas for each
node ui , i = 1, . . . , N − 1 to the expanded network. Let us
denote the hth replica of node ui by ui (h). Then links are
added to the expanded network such that a path from S to
ui (h) will have exactly h hops (Fig. 1). Similarly, every path
from source S to D(h) has h hops. Consequently, the shortest
path from S to D(h) in the expanded network has precisely h
hops.

B. Routing Algorithm

The routing algorithm is described in Algorithm 2. To com-
pute the minimum cost path, first we find the shortest path
for every number of hops, h = 1, . . . , N − 1 in the expanded
network by repeatedly employing Dijkstra’s algorithm (line 7).

Algorithm 1 Network Expansion(G = (N , L))

1: N ′ = {S}
2: L′ = {}
3: /* replicate every node of the original graph to N−1 nodes

(except source) */
4: for all u 
= s ∈ N do
5: N ′ = N ′ + {u(1), u(2), . . . , u(N − 1)}
6: end for
7: /* connect source node S to every u(1) node */
8: for all �S,u ∈ L do
9: L′ = L′ + �S,u(1)

10: end for
11: /* connect every u(h) to every v(h + 1) node (u 
= v) */
12: for all �u,v

u 
=s,u 
=d,v 
=s
∈ L do

13: for h = 1 to N − 2 do
14: L′ = L′ + �u(h),v(h+1)

15: end for
16: end for
17: return G′ = (N ′, L′)

Algorithm 2 MER-EQ(G′ = (N ′, L′))
1: for h = 1 to N − 1 do
2: /* for each link, set the link cost to the transmit power

required to maintain the outage probability ε(h) on the
link */

3: for all �u,v ∈ L′ do
4: C (u, v) = Pu,v (ε(h))
5: end for
6: /* compute the shortest h-hop path */
7: [�(h), C(h)] = Dijkstra(G′, s, d(h))
8: /* store the path and its cost in �(h) and C(h) */
9: end for

10: /* choose the best path for reaching the destination */
11: h∗ = arg min

h
C(h)

12: return [�(h∗), C(h∗)]

Then, the algorithm chooses the path with minimum cost from
source to destination and returns the optimum path and its cost
(lines 11 and 12). This path is computed by finding the least
cost path among the paths that have h = 1, 2, . . . , N−1 hops.
Let �(h) denote the minimum cost path of length h between
the source and destination. Then, the optimal path is computed
as follows:

�∗ = arg min
h

C(�(h)).

C. Discussion

The algorithm described in this section is not efficient, since
we force all links to have the same outage probability. This
limitation can increase the cost of communication unneces-
sarily. For example, consider a network in the presence of
one jammer in Fig. 2. Suppose that the end-to-end outage
probability pS D

out = 0.1, path-loss exponent α = 2, jamming
power Pj = 1, N0 = 1, and γ = 1. By using the MER-EQ
routing algorithm, the minimum-energy path from the source
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Fig. 2. A wireless network in the presence of one jammer is shown here. In
this network, by allocating unequal outage probability to different links, the
cost of communication decreases significantly.

to the destination is a two-hop path. In this case, in order
to obtain pout = 0.1, the outage probability of each link
p1

out = p2
out = 0.051. Hence, from (5) the transmit power of

the source node is P1 = 34.5, and the transmit power of node
2 is P2 = 1868.2, and thus the total power is P = 1902.7.
The reason that P2 is so high is the interference from the
near jammer. However, if we change the outage probability
allocation between the two links, and allow the transmission
between node 2 and the destination to have a larger outage
probability, we expect that the aggregate power consumption
decreases. For instance, suppose the outage probability of link
�1 is p1

out = 0.01 and the outage probability of link �2 is
p2

out = 0.0909. In this case, from (5), the transmit power of the
source node is P1 = 181.5 and the transmit power of node 2 is
P2 = 1011.1, and thus the total power is P = 1192.6. We see
that by relaxing the restriction on the allocation of the outage
probability between different links, the cost of communication
decreases significantly.

Moreover, in order to find the optimal path we basically
need to apply the shortest path algorithm N − 1 times, which
makes this approach inefficient in term of running time in large
networks. Each application of the Dijkstra’s algorithm in the
expanded network requires a running time of O(N2 log N),
and thus the algorithm MER-EQ takes O(N3 log N) time to
run.

In the remainder of the paper, we present a minimum
energy routing algorithm with approximate outage per link and
demonstrate how using an estimate of the end-to-end outage
probability leads to a fast and efficient algorithm that improves
the energy efficiency of the network significantly.

IV. MER-AP: MINIMUM ENERGY ROUTING WITH

APPROXIMATE OUTAGE PER LINK

In this section, we present our minimum energy routing
algorithm with approximate outage per link by considering
the end-to-end outage constraint. From (5), the per-hop outage
probability pk

out is,

pk
out = 1− e

− γ N0dα
k

Pk

∏
j∈J

(
1+ γ Pj /dα

j,k
Pk/dα

k

)

≤ 1− e
− γ N0dα

k
Pk

∏
j∈J e

γ Pj /dα
j,k

Pk/dα
k

= 1− e
− γ N0dα

k
Pk

e
∑

j∈J
γ Pj /dα

j,k
Pk /dα

k

, (11)

where the inequality is from the fact that ex ≥ 1 + x for
x ≥ 0. While this is a conservative estimate of the end-to-end
outage probability, our simulation results show that it results in
an effective solution that results in significant energy savings.
From (11) we have,

pk
out ≤ 1− e

− γ dα
k

Pk
(N0+Jk), (12)

where Jk is the expected value of the total received power at
node Dk from all jammers, i.e. Jk = ∑

j∈J Pj/dα
j,k . Impor-

tantly, this approximation not only enables the development of
an efficient routing algorithm, but also simplifies the imple-
mentation of the algorithm in real networks. While the exact
outage probability as given in (5) requires the knowledge of
jammer powers and their locations, the approximation in (12)
requires only the knowledge of the “average” jamming power
received at a node, which can be readily measured.

A. Approximate Cost of a Given Path

Our objective is to find the efficient path and the minimum
transmission power required to establish the path to satisfy the
outage probability π , First, we find the power allocation for
a given path �, and then use this result to design a routing
algorithm to find the path. To this end, the power allocation
problem for a given path � = 〈�1, . . . , �K 〉 is described by
the following optimization problem:

min
k=1, ...

Pk >0
,K

∑

�k∈�
Pk,

subject to:
pS D

out = 1−
∏

�k∈�
(1− pk

out) ≤ π.

From (12) the equivalent constraint is,
∑

�k∈�
dα

k

(
N0 + Jk

Pk

)
≤ ε = − ln(1− π)

γ
. (13)

Since the left side of (13) is a decreasing function of Pk and
our goal is to find the route with minimum cost, the inequality
constraint can be substituted by the following equality con-
straint, ∑

�k∈�
dα

k

(
N0 + Jk

Pk

)
= ε. (14)

To find the link costs, we use the Lagrange multipliers
technique. Thus, we need to solve (14) and the following K
equations simultaneously,

∂

∂ Pi

⎧
⎨

⎩
∑

�k∈�
Pk + λ

⎛

⎝
∑

�k∈�
dα

k

(
N0 + Jk

Pk

)
− ε

⎞

⎠

⎫
⎬

⎭ = 0,

i = 1, . . . , K.
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Taking the derivative, we obtain that,

1− λdα
i

(N0 + Ji )

P2
i

= 0, i = 1, . . . , K , (15)

and thus,
Pi =

√
λdα

i (N0 + Ji ). (16)

On substituting Pi from (16) into (14), we have,

λ = 1

ε2

⎛

⎝
∑

�k∈�

√
dα

k (N0 + Jk)

⎞

⎠
2

. (17)

Hence, by substituting λ from (17) into (16), the cost of each
link is given by,

Pi = 1

ε

√
dα

i (N0 + Ji )
∑

�k∈�

√
dα

k (N0 + Jk), (18)

and the cost of path � is given by,

C (�) = 1

ε

⎛

⎝
∑

�k∈�

√
dα

k (N0 + Jk)

⎞

⎠
2

. (19)

Note that the cost of establishing each link depends on the
summation of noise power and the expected received jamming
signal No+ Jk , and thus in order to calculate cost of each link
we do not even need to separate the jamming signal from the
noise.

B. Routing Algorithm

The path cost structure in (19) allows us to find the
minimum energy route from source to destination as follows.
First assign the link weight C (�k) =

√
dα

k (N0 + Jk) to each
potential link �k in the network. Now apply any classic
shortest-path algorithm such as the Dijkstra’s algorithm. This
path minimizes the end-to-end weight

∑
�k∈�

√
dα

k (N0 + Jk)
and thus it will also minimize the source-destination path cost
C (�) in (19). We note that the running time of this algorithm,
referred to as MER-AP, is in O(N log N) as it essentially
invokes the Dijkstra’s algorithm once.

Now, each node in route � transmits the message to the
next node until it reaches the destination. The transmit power
of each node is determined by (18) and the actual outage
probability of each link can be obtained from (12).

C. Heuristic Adjustment of Transmit Powers

Consider the optimum route � that is found by applying
the MER-AP algorithm. Suppose that route � consists of H
hops, and its achieved end-to-end outage probability is pS D

out .
Since we consider an upper bound for the end-to-end outage
probability in developing MER-AP, the achieved end-to-end
outage probability pS D

out might be less than the allowed outage
probability π ,

pS D
out ≤ π (20)

Consequently, MER-AP with the Pi ’s set as in (18) can be too
conservative in some instances. In order to address this, we
apply the following heuristic. Let δ be the ratio of the actual

end-to-end success probability 1− pS D
out to the desired success

probability 1− π . From (20),

δ = 1− π

1− pS D
out
≤ 1.

Now suppose that we set a new success probability for
each link in the efficient route by multiplying the success
probability of each link by a factor H

√
δ. Hence, the new

success probability of each link in the route is H
√

δ(1− pk
out),

which is less than the old success probability of that link since
H
√

δ ≤ 1. By using this approach, we reduce the required
success probability of each link, and thus from (5), the cost of
establishing each link decreases, which results in less energy
consumption of the algorithm MER-AP. In this case, the new
end-to-end success probability can be calculated as,

∏

k=1,...,H

H
√

δ(1− pk
out)

= δ
∏

k=1,...,H

(1− pk
out)

= δ(1− pS D
out ) = 1− π,

which is equal to the desired source-destination success prob-
ability. Hence, by applying this heuristic, the resultant end-
to-end outage probability will be equal to the allowed outage
probability while the aggregate cost of communication on the
path selected by MER-AP will be less than when we do not
apply this heuristic.

D. Routing in the Presence of Dynamic Jammers

In this section, we consider the case of dynamic jammers,
where each jammer alternates between the jamming mode and
the sleeping mode. We model the probabilistic behavior of
jammers by i.i.d. Bernoulli random variables β j , j ∈ J , such
that p(β j = 1) = 1 − p(β j = 0) = q . Using (3), the average
outage probability of link �k is:

pk
out

= E

⎡

⎣1− exp

⎛

⎝
−γ

(
N0 +∑ j∈J Pjβ j |h j,k |2/dα

j,k

)

Pk/dα
k

⎞

⎠

⎤

⎦

= 1− e
− γ N0dα

k
Pk

∏

j∈J

E

[
exp

(−γ Pj β j |h j,k|2/dα
j,k

Pk/dα
k

)]

= 1−e
− γ N0dα

k
Pk

∏

j∈J

{
q E

[
exp

(−γ Pj |h j,k |2/dα
j,k

Pk/dα
k

)]
+(1−q)

}

= 1− e
− γ N0dα

k
Pk

∏

j∈J

⎧
⎪⎪⎨

⎪⎪⎩

q(
1+ γ Pj /dα

j,k
Pk/dα

k

) + 1− q

⎫
⎪⎪⎬

⎪⎪⎭

≤ 1− e
− γ N0dα

k
Pk

∏

j∈J

e
− γ q Pj /dα

j,k
Pk /dα

k , (21)

where the expectations are computed over {β j } j∈J and
{|h j,k|2} j∈J , respectively. The inequality is from the fact that
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for q ≤ 1 and x ≥ 0, e−qx ≤ q
1+x + 1− q , which is tight for

x � 1.
Thus, the average probability of outage for each link is given

by,

pk
out ≤ 1− e

− γ dα
k

Pk
(N0+Jk), (22)

where Jk = q
∑

j∈J Pj /dα
j,k . The cost of the minimum energy

path � in this case can be found by a similar derivation as in
Section IV-A,

C (�) = 1

ε

⎛

⎝
∑

�k∈�

√
dα

k (N0 + Jk)

⎞

⎠
2

, (23)

where ε = − ln(1−π)
γ . Hence, by employing an estimate of the

average jamming power obtained from recent channel mea-
surements, assigning the link cost C (�k) =

√
dα

k (N0 + Jk) to
each potential link �k in the network, and applying the routing
algorithm discussed in the previous section, the efficient route
can be found.

V. SIMULATION RESULTS

We consider a wireless network in which n system nodes
and n j jammers are placed uniformly at random on a d × d
square. We assume that the closest system node to point (0, 0)
is the source and the closest system node to the point (d, d)
is the destination.

Our goal is to find an energy efficient route between the
source and the destination. We assume that the threshold γ = 1
(corresponding to throughput ρ = 1), and the noise power
N0 = 1. To analyze the effect of propagation attenuation on
the proposed algorithms, we consider α = 2 for free space,
and α = 3 and α = 4 for terrestrial wireless environments.

Because of the use of an approximation to obtain (11),
the route obtained by MER-AP is not the absolute minimum
energy route. However, in the following subsection we show
that the gap between MER-AP and the exact (optimal) solution
obtained by brute-force search is small.

A. Comparison With Optimal Algorithm

In this section, we perform an exhaustive search to obtain
the optimal path. Recalling the end-to-end outage probability
given a path � = 〈

�1, . . . , �|�|
〉
,

pS D
out (�) = 1−

∏

�k∈�

e
− γ N0dα

k
Pk

∏
j∈J

(
1+ γ Pj /dα

j,k
Pk/dα

k

) = π,

the optimization problem will be,

min
∑

�k∈�
Pk (24)

subject to,

∑

�k∈�

γ N0dα
k

Pk
+
∑

�k∈�

∑

j∈J

log

(
1+ γ Pj /dα

j,k

Pk/dα
k

)
= − log(1− π),

Fig. 3. Total power versus outage probability for brute-force ‘exact’ algorithm
(optimum), MER-AP, and MER-EQ.

and,

Pk ≥ 0, k = 1, . . . , |�|.
The constraint is convex and thus this problem has a local
minimum. Hence, using any nonlinear optimization program,
we can obtain the minimum energy consumption of a given
path. In order to find the optimum path with minimum
energy consumption, we should repeat this procedure for any
possible source-destination path in the network i.e. 2n times
(n =number of relay nodes).

For a small network with n = 8 system nodes and
n j = 8 jammers, Fig. 3 shows the average energy spent using
an exhaustive-search algorithm (optimum), and our proposed
“sub-optimal but efficient” algorithms in the same network.
The results are presented in Fig. 3. As can be seen, the gap
between the performance of the optimal solution and that of
the proposed algorithm is small at less than 2 dB. More-
over, we observe that MER-AP always outperforms MER-EQ
that allocates equal outage probabilities to all links of
a path.

In the rest of this section, we show that MER-AP finds a
route that takes detours to bypass the jammers effectively and
also allocates suitable amounts of power to the transmitters
in such a way that it results in significant energy savings
compared to MER-EQ.

For the benchmark routing algorithm, we consider a mini-
mum energy routing (MER) algorithm from the source to the
destination with end-to-end target outage probability π . The
MER algorithm is described in the following subsection.

B. MER: Minimum Energy Routing

Consider a wireless network with a source, a destination,
and some other nodes that can be used as relays (without
jammers). The goal is to convey the message with minimum
aggregate power such that an end-to-end outage probability is
guaranteed. The outage probability of link �k is given by,

pk
out = 1− exp

(−γ N0dα
k

Pk

)
. (25)
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Using the technique presented in Section IV, the optimal cost
of path � is given by:

C (�) = 1

ε

⎛

⎝
∑

�k∈�

√
dα

k

⎞

⎠
2

.

Hence, we assign the link cost C (�k) =
√

dα
k to each potential

link �k in the network and apply Dijkstra’s algorithm to find
the optimum route.

By using the MER algorithm, the minimum energy route,
the outage probability of each link, and the transmit power
of the source and each intermediate relay on this route can
be found. Now suppose an adversary spreads a number of
jammers in the network. In this case, we do not change the
source-destination route and the outage probabilities that are
allocated to the links that belong to this route. However,
because of the interference due to the jammers at each receiver,
the transmitters need to increase their transmit power to have
the same per link outage probability as when the jammers
were not present. Since the channel gains between jammers
and system nodes are exponentially distributed, the average
outage probability at each receiver of route � is given by
(see the derivation presented in Section II for the link outage
probability):

pk
out = 1− e

− γ N0dα
k

Pk

∏
j∈J

(
1+ γ Pj/dα

j,k
Pk/dα

k

) . (26)

This equation can be solved numerically to find the required
power of each link {Pk}�k∈� in the presence of jammers. As in
the other approaches described earlier, the aggregate transmit
power of the MER algorithm in the presence of jammers is
considered as the cost of the scheme.

C. Performance Metric

Our performance metric is the energy saved due to the use
of each algorithm. The energy saved is defined as the reduction
in the energy consumption of the system nodes when each
algorithm is applied with respect to the energy consumption
when system nodes use the benchmark algorithm (i.e. MER).

A snapshot of the network when n = 30, n j = 50, Pj = 1,
π = 0.1, and α = 2 is shown in Fig. 4. The MER-AP
path, MER-EQ path, and MER path are plotted in this
figure. The percentage of energy saved in this example for
MER-AP is 63.57% and for MER-EQ is 54.47%. As can be
seen, using the MER-AP algorithm is more energy efficient
than MER-EQ.

The MER-EQ, MER-AP, and MER paths for the same
placement of the system nodes and jammers as in the networks
of Fig. 4 for a higher path-loss exponent (α = 4) are shown in
Fig. 5. In this case, the energy saved for MER-AP is 93.54%
and for MER-EQ is 88.21%. Note that although in this case the
MER-AP algorithm and the MER-EQ algorithm both choose
the same route, the percentage of energy saved using the latter
approach is smaller, because we force all links in the path to
have the same outage probability. This shows the superiority

Fig. 4. A snapshot of the network when n = 30 system nodes (shown by
circles) and n j = 50 jammers (shown by *) are placed uniformly at random.
The transmit power of each jammer Pj = 1, the target end-to-end outage
probability π = 0.1, and the path-loss exponent α = 2. The MER-AP path is
shown by the dashed line (green), the MER-EQ path is shown by solid line
(blue), and the MER route is shown by the dash-dotted line (red). The energy
saved in this network for MER-AP is 63.57% and for MER-EQ is 54.47% .

Fig. 5. A snapshot of the network with the same system node and jammer
placement as in Fig. 4. Transmit power of each jammer Pj = 1, target outage
probability π = 0.1, and transmission in a lossy environment is considered
(α = 4). The MER-AP path is shown by the dashed line (green), the
MER-EQ path is shown by the solid line (blue), and the MER path is shown
by the dash-dotted line (red). The energy saved in this network for MER-AP
is 93.54% and for MER-EQ is 88.21%.

of MER-AP algorithm over MER-EQ algorithm, as is also
discussed in Section VI.

In the sequel, we average our results over randomly gener-
ated networks. The performance metric is the average energy
saved, where the averaging is over 100 random realizations
of the network. We consider the effect of various parameters
of the network on the average energy saved by using the
MER-AP and MER-EQ algorithms.

D. Number of Jammers

The effect of the number of jammers on the average energy
saved for different values of the path-loss exponent is shown
in Fig. 6. It can be seen that the performance of MER-AP
algorithm is always superior to the performance of MER-EQ
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Fig. 6. Average energy saved vs. number of static jammers for different values
of the path-loss exponent. The transmit power of each jammer Pj = 1, the
end-to-end target probability of outage π = 0.1, and n = 20 system nodes
are considered. The system nodes and the jammers are placed uniformly at
random over a 10 × 10 square.

algorithm, which is because of the constraint on the outage
probability of each hop of MER-EQ. For both algorithms
the average energy saved is not sensitive to the number of
jammers. The fluctuations in this figure are due to the random
generation of the network. On the other hand, the effect of the
path-loss exponent on the average energy saved is dramatic.
For terrestrial wireless environments (α = 3 and α = 4), the
average energy saved by both algorithms is substantially higher
than for free space wireless environments (α = 2). The reason
is that in the environment with a higher path-loss exponent,
the effect of the jamming signal is local and thus the jamming
aware routes can take detours to avoid the jammers and obtain
much higher energy efficiency.

E. Jamming Power

The effect of jamming power on the average energy saved
is shown in Fig. 7. Again the energy efficiency of MER-AP
algorithm is higher than that of MER-EQ algorithm due to
better allocation of the per-link outage probabilities. As the
jamming power increases, the percentage of the energy saved
by using both algorithms increases. Clearly, when the jamming
power is higher, the impact of jamming on communication
is greater, and thus bypassing the jammers can lead to more
energy efficiency of the routing algorithm.

F. Size of Network

The average energy saved versus the size of the network
is shown in Fig. 8, where the area of the network changes
from a 1× 1 square to a 10× 10 square. The average energy
saved for terrestrial wireless environments for both algo-
rithms is nearly 100%. When free space parameters are used
(α = 2), MER-AP algorithm always has a better performance
than MER-EQ algorithm. Also, it can be seen that the percent-
age of the energy saved of using both algorithms is higher for
smaller network areas. The reason is that in a smaller network,
the effect of jamming on the communication is higher and
thus taking a route that bypasses the jammers helps more to
improve the energy efficiency.

Fig. 7. Average energy saved vs. jamming power of each malicious jammer
for different values of the path-loss exponent. n j = 20 number of jammers,
n = 20 system nodes, and end-to-end target probability of outage π = 0.1
are considered. The system nodes and the jammers are placed uniformly at
random over a 10 × 10 square.

Fig. 8. Average energy saved vs. area of the network for different values of
the path-loss exponent. The transmit power of each jammer Pj = 1, n j = 20
number of jammers, n = 20 system nodes, and end-to-end target probability
of outage π = 0.1 are considered.

G. Outage Probability

In Fig. 9, the percentage of average energy saved versus
the outage probability is shown. For α = 3, and α = 4,
the average energy saved is always very close to 100%.
For α = 2, as the outage probability increases, more out-
ages in the communication are acceptable, and thus lower
power is needed to mitigate the effect of a jammer close
to the communication link. Hence, when the outage prob-
ability is greater, the percentage of energy saved by using
a better path is less than when the outage probability is
smaller.

H. Power Histogram

To further investigate the enormous gains in average energy
for higher values of α, the histograms of the number of
network realizations versus the total cost of transmission
(aggregate power) for (a) MER algorithm, (b) MER-AP algo-
rithm, and (c) MER-EQ algorithm for 103 realizations of the
network are shown in Fig. 10. In this figure α = 4, π = 0.1,
n = 20, and n j = 30. For the MER, it can be seen that the
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Fig. 9. Average energy saved vs. end-to-end outage probability (π ) for
different values of the path-loss exponent. The transmit power of each jammer
Pj = 1, and n j = 20 jammers and n = 20 system nodes are considered.
The system nodes and the jammers are placed uniformly at random over a
10 × 10 square.

Fig. 10. The histograms of the number of network realizations versus cost of
transmission (aggregate power) for (a) MER, (b) MER-AP, and (c) MER-EQ
are shown. The system nodes and the jammers are placed uniformly at random
over a 10× 10 square, where α = 3, π = 0.1, n = 20, and n j = 50. For the
benchmark, the values of the total cost are scattered, and the average energy
is dominated by a few bad realizations, while for (b) and (c), the values of
the total cost are concentrated around a central value (here 104).

values of the total cost are scattered, and the average energy
is dominated by a few bad realizations. On the other hand,
when MER-AP and MER-EQ are used, the values of the total
cost are concentrated around a central value (here 104). This
explains the large gains in average energy shown in previous
sections, and also indicates that the MER-AP and MER-EQ
are robust against changes in the system node and jammer
placements.

I. Network Throughput

When MER-AP is used, we expect the network can achieve
a higher throughput, since the transmit powers of the nodes in
the efficient path are smaller, and thus more nodes can transmit
their messages simultaneously. To study network throughput,
in this section, we simulate multiple concurrent flows in the
network and implement scheduling in addition to routing. The
maximum throughput for a given number of concurrent flows
can be obtained as follows.

Algorithm 3 Maximal Transmission Sets
1: S← {}
2: while L 
= {} do
3: Choose �i ∈ L at random
4: L ← L\ {�i }
5: if �i is schedulable with S then
6: S← S ∪ {�i }
7: end if
8: end while
9: return S

Scheduling problem. Consider a subset S ⊆ L of the links.
We call S a “transmission set” if all links in S can be scheduled
concurrently. Moreover, S is a “maximal” transmission set
if it cannot be grown further. Let S = {S1, . . . , SM } denote
the set of all maximal transmission sets of the network. A
schedule is specified by a set of weights α = {α1, . . . , αM },
where each weight 0 ≤ αi ≤ 1 specifies the fraction of
time for which the maximal transmission set Si is scheduled.1

It follows that
∑M

i=1 αi = 1 for a feasible schedule. In
general, there is an exponential number of maximal trans-
mission sets in a network and finding them is an NP-hard
problem [22].

Maximal transmission sets. To obtain a practical approxi-
mation, we can use only a subset of all maximal transmission
sets. As we increase the number of maximal transmission sets,
the accuracy of the approximation increases. Algorithm 3 is
used repeatedly to obtain a subset of all maximal transmission
sets.

Throughput. Suppose there are L flows in the network
denoted by F = { f1, . . . , fL}. Let xi denote the rate of flow
fi and X = {x1, . . . , xL}. The path computed for flow fi is
denoted by �i . Our goal is to compute the maximum flow rate
in the network. Let λ denote the capacity of link �k , which
is a constant for every link in the network (this is ensured by
our power allocation algorithm).

• The total flow rate that passes through link �k is given
by, ∑

∀ fi∈F : �k∈�i

xi

• The total capacity of link �k adjusted for scheduling is
given by,

λ ·
∑

∀Si∈S: �k∈Si

αi

To compute the maximum throughput, one has to solve the
following optimization problem:

max
∑

fi∈F

xi (27)

subject to:∑

∀ fi∈F : �k∈�i

xi ≤ λ ·
∑

∀Si∈S: �k∈Si

αi (28)

1We assume a time slotted system where each time slot is of unit length.
The weights αi specify the fraction of time each set Si is scheduled in a time
slot using a TDMA scheduler.
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Fig. 11. Throughput versus the number of concurrent flows for the MER-AP
algorithm and for MER, when the end-to-end outage probability is π = 0.2,
and n = 10 system nodes and n j = 20 jammers are present.

Fig. 12. Energy per bit versus the end-to-end outage probability for
MER-AP and MER. The throughput is measured for five concurrent flows,
where n = 10 system nodes and n j = 20 jammers are present in the system.
The amount of energy per bit MER-AP uses is about two orders of magnitude
less than MER.

∑

αi∈α
αi = 1 (29)

αi ≥ 0 (30)

Since the constraints as well as the objective function are
linear, the above problem is a convex optimization problem
if the routes �i and maximal transmission sets Si are known.
We used Matlab to solve this optimization problem and com-
pute the total throughput. The throughputs versus the number
of concurrent flows for MER-AP and for MER are shown in
Fig. 11. The end-to-end outage probability is π = 0.2, where
n = 10 system nodes and n j = 20 jammers are present.
As expected, the MER-AP can achieve higher throughput than
the MER algorithm.

Energy per bit. In order to compare the amount of energy
each algorithm needs to obtain the throughput shown in
Fig. 11, the energies per bit versus the outage probability for
MER-AP and MER are shown in Fig. 12. Energy per bit is
obtained by dividing the total power consumed by the system
nodes divided by the maximum throughput of the network
for a given number of flows. In this figure, the maximum
throughput when five concurrent flows exists in the network,
where n = 10 system nodes and n j = 20 jammers are
present, is plotted. As expected, in both algorithms for higher
outage probabilities less energy per bit is required. Also, the

Fig. 13. Average energy saved vs. number of dynamic jammers for different
values of the path-loss exponent and probability q of a jammer being in “ON”
state. The transmit power of each jammer Pj = 1, the target end-to-end outage
probability π = 0.1, and n = 20 system nodes are considered. The system
nodes and the jammers are placed uniformly at random over a 10×10 square.

amount of energy per bit MER-AP uses is about two orders
of magnitude less than the amount of energy per bit MER
consumes.

J. Dynamic Jammers

In this section, we investigate the effect of the number
of dynamic jammers on the average energy saved when
employing MER-AP. The average energy saved versus number
of jammers for probability of a jammer being “ON”, q = 0.3
and q = 0.7, and for various values of the path-loss exponent,
α = 2, 3, 4, are considered in Fig. 13. The simulations are
done over 100 random realizations of the network. As can
be seen, the average energy saved is again insensitive to the
number of jammers (the fluctuations in this figure are due
to the randomness of the network realizations). For α = 2,
the percentage of energy saved is higher when q is greater,
since the effect of jammers on the network is greater and thus,
by using MER-AP algorithm and bypassing the jammers, a
higher energy efficiency can be gained. For terrestrial wireless
environments, i.e. for α = 3 and α = 4, the average energy
saved by using MER-AP is always substantial and close
to 100%.

VI. DISCUSSION

A. Distributed Implementation

It is useful to mention that distributed implementation of
the algorithms presented in this paper is straightforward. The
link costs introduced in previous sections can be calculated
locally by using the average of the total jamming signal at
each node, and this information can be passed to neighboring
nodes. Then, any distributed distance vector routing technique
such as the Bellman-Ford algorithm can be used to find the
minimum energy path.

B. Retransmission-Aware Routing

Many of energy-aware routing algorithms use the energy
spent in a “single transmission” as their link cost metric,
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and do not consider retransmissions [23]. There are many
reasons for this. For instance, there are wireless protocols
that do not provide link layer retransmissions (e.g. CSMA,
MACA [24]), and there exist many situations where link-layer
retransmissions are harmful and degrade the overall quality of
transmission (e.g. [25]).

Nevertheless, Banerjee and Misra argued that a single-
transmission formulation does not capture the total energy
spent to reliably deliver a message, and thus the cost should
include the energy spent in retransmissions as well [26]. The
special class of algorithms that consider the energy spent in
retransmissions are called “retransmission-aware algorithms”.
The retransmission-aware algorithms are classified into two
categories [26]:

1) End-to-End Retransmissions (EER model): relays do not
perform link-layer retransmissions, and retransmissions
initiated by the source node ensure reliable message
delivery.

2) Hop-by-Hop Retransmissions (HHR model): each relay
performs retransmissions to provide reliable forwarding
to the next hop.

When we have per-hop error probabilities, it is appropriate
to consider the HHR model, because the number of retrans-
missions on a link is independent of the other links on the
path, hence making it tractable. In our paper, we can use the
HHR model with our equal-outage-per-link (MER-EQ) algo-
rithm since it considers per-hop outage probabilities. However,
please note that in all practical systems including WiFi, there
is a limit on the number of retransmissions to avoid long
delays. This means that all real systems require some bound
on the outage probability to successfully deliver packets. If we
consider a limit on the number of retransmissions, then with
our equal-outage algorithm, the outage per link is given by
pout

N where N is the limit on the number of retransmissions
and pout is the equal target outage on each link.

On the other hand, in [26] it is shown that when we
have per-hop probabilities, using the EER model makes the
formulation analytically intractable for minimum-cost path
computation, and thus the minimum-energy path considering
retransmissions cannot be found efficiently (i.e., in polynomial
time).

In the MER-AP algorithm, since we consider end-to-end
error probability and the weight of each link in the routing
algorithm does not depend on the end-to-end outage probabil-
ity, we can use the EER model and the problem is tractable.
But, since we do not have the per-hop outage probabilities
in the formulation of MER-AP, it is intractable to use this
algorithm with the HHR model. For the EER model, the total
transmission energy can be expressed as [26],

Ptotal =
∑K

i=1 Pi∏K
i=1

(
1− pi

out
) (31)

where pi
out is the outage probability of the i th link. We have,

pS D
out = 1−

K∏

i=1

(
1− pi

out

)

Hence,

Ptotal =
∑K

i=1 Pi

1− pS D
out

(32)

For a fixed and-to-end outage probability, minimizing Ptotal is
equivalent to minimizing

∑K
i=1 Pi . Hence, in order to include

the power spent on retransmissions, we should multiply the
cost of a path by a factor 1

1−pS D
out

.

VII. RELATED WORK

Spread Spectrum and Beamforming. Traditional methods
to combat jamming attacks include spread spectrum and
beamforming [3], [4], [27]–[29]; however, these approaches
are only a partial solution in the case of broadband jammers,
jammers with directional antennas, or multiple jammers, and,
as discussed in the Introduction, these methods often simply
increase the cost of jamming. Nevertheless, our routing algo-
rithms can be used in conjunction with these techniques to
increase the robustness of the system against jamming attacks.

Other Jamming Evasion Techniques. When the system
nodes are able to move, they can simply leave the jammed area
to a safe place. This is the basis of the spatial retreat technique,
in which the system nodes move away from a stationary
jammer [30], [31]. Another jamming evasion technique is
channel surfing, where the system nodes basically change their
communication frequency to an interference-free frequency
band when necessary [32]. These approaches, however, are
orthogonal to the problem considered here which deals with
static nodes.

One-Hop Communication in the Presence of Jamming.
Several works consider one-hop energy aware communication
in the presence of one jammer [33]–[36]. It is usually treated
as a game between a jammer and two system nodes. The
objective of the jammer is to increase the cost (energy) of
communication for the system nodes, whereas the objective
of the system nodes is increasing the cost of jamming for
the jammer and conveying their message with a minimum use
of energy. Unlike these approaches, in this work we consider
multi-hop communication in the presence of many jammers.

Routing in the Presence of Jamming. Some works con-
sider jamming-aware multi-path routing [37]–[41]. While in
a completely different setting from this work, these multi-
path algorithms are mostly based on sending a message along
multiple node-disjoint or link-disjoint paths to ensure fault-
tolerant message delivery. Although such algorithms are suit-
able for wired networks, their application in wireless networks
is challenging due to lack of path diversity at the source
or destination of a communication session. In particular, in
wireless networks node-disjoint and link-disjoint paths are not
necessarily independent paths. Moreover, network topology,
in wireless networks, is a function of power allocation at the
physical-layer and propagation environment, e.g., fading.

Energy-Aware Routing. In order to minimize energy
consumption in wireless networks, numerous energy-efficient
routing algorithms have been studied [13]–[17], [42]. For
instance, in [42] energy-efficient routing with an end-to-end
probability of error constraint is considered. However, [42]
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does not consider any kind of jamming and/or spatially non-
uniform interference. Instead of the total energy usage of
the network nodes, some works consider the battery usage
of each node, or balanced energy dissipation in the network
as their criteria [43]–[45]. For example, in [43], instead of
choosing one source-destination path, the algorithm chooses
several paths and uses them alternatively to avoid quick energy
depletion of each path. While minimum energy routing has
been studied extensively, a few works (e.g. see [18], [19])
considered security-aware routing. However, unlike our work,
they considered routing in the presence of passive eavesdrop-
pers, which is different from the problem considered in this
work with active jammers.

VIII. CONCLUSIONS AND FUTURE WORK

In this paper, we considered minimum energy routing in a
quasi-static multi-path fading environment and in the presence
of multiple static and dynamic malicious jammers. The outage
probability equation considering the jammers is intricate; thus,
we established an approximation for the outage probability,
based on which we developed an algorithm to obtain a
minimum energy path between a single source and a single
destination with an end-to-end outage probability constraint.
The algorithm requires only the knowledge of the total average
power received from the jammers at each system node over a
long time period.

By performing simulations using various network parame-
ters, we compared the energy cost of our algorithms to that
of a jamming oblivious minimum energy routing algorithm,
and showed that our algorithms achieve significantly better
energy efficiency. In particular, it is shown that the energy
saved by using our algorithms compared to the jamming
oblivious scheme, especially in the case of terrestrial wireless
networks with path-loss exponent α > 2, is substantial. The
consideration of more sophisticated dynamic jammers with
or without eavesdropping capabilities is a topic for further
research.
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cation in jamming teams using game theory,” in Proc. IEEE WiOpt,
May 2011, pp. 395–400.

[37] N. Kushman, S. Kandula, D. Katabi, and B. M. Maggs, “R-BGP: Staying
connected in a connected world,” in Proc. USENIX, 2007, p. 25.

[38] S. Mueller, R. P. Tsang, and D. Ghosal, “Multipath routing in mobile ad
hoc networks: Issues and challenges,” in Performance Tools and Appli-
cations to Networked Systems. (Lecture Notes in Computer Science).
Springer, 2004, pp. 209–234.

[39] A. Nasipuri and S. R. Das, “On-demand multipath routing for mobile
ad hoc networks,” in Proc. Int. Conf. Comput. Commun. Netw., 1999,
pp. 64–70.

[40] X. Yang and D. Wetherall, “Source selectable path diversity via routing
deflections,” ACM SIGCOMM Comput. Commun. Rev., vol. 36, no. 4,
pp. 159–170, 2006.

[41] H. Mustafa, X. Zhang, Z. Liu, W. Xu, and A. Perrig, “Jamming-resilient
multipath routing,” IEEE Trans. Dependable Secure Comput., vol. 9,
no. 6, pp. 852–864, Nov. 2012.

[42] R. Manohar and A. Scaglione, “Power optimal routing in wireless
networks,” in Proc. IEEE ICC, vol. 4. May 2003, pp. 2979–2984.

[43] R. C. Shah and J. M. Rabaey, “Energy aware routing for low energy
ad hoc sensor networks,” in Proc. IEEE Wireless Commun. Netw. Conf.,
vol. 1. Mar. 2002, pp. 350–355.

[44] D. Ganesan, R. Govindan, S. Shenker, and D. Estrin, “Highly-resilient,
energy-efficient multipath routing in wireless sensor networks,” ACM
SIGMOBILE Mobile Comput. Commun. Rev., vol. 5, no. 4, pp. 11–25,
2001.

[45] J.-H. Chang and L. Tassiulas, “Maximum lifetime routing in wireless
sensor networks,” IEEE/ACM Trans. Netw., vol. 12, no. 4, pp. 609–619,
Aug. 2004.

Azadeh Sheikholeslami received the B.Sc. degree
from the University of Tehran, Tehran, Iran, the
M.Sc. degree from Sharif University of Technol-
ogy, Tehran, and the Ph.D. degree from the Uni-
versity of Massachusetts Amherst, MA, USA, in
2016, all in electrical engineering. She is currently
a Research Fellow with the University of Massa-
chusetts. Her research interests include information
theory, quantum information theory, and physical
layer security.

Majid Ghaderi (M’07) received the B.Sc.
and M.Sc. degrees from Sharif University of
Technology, and the Ph.D. degree from the
University of Waterloo, all in computer science.
He was a Post-Doctoral Research Associate with
the Computer Science Department, University
of Massachusetts Amherst, prior to joining the
University of Calgary. He is an Associate Professor
with the Computer Science Department, University
of Calgary. His research interests include wireless
networking and mobile computing with emphasis

on modeling and performance analysis of wireless networks.

Hossein Pishro-Nik received the B.S. degree from
Sharif University of Technology, and the M.Sc. and
Ph.D. degrees from Georgia Institute of Technology,
all in electrical and computer engineering. He is
an Associate Professor of Electrical and Computer
Engineering with the University of Massachusetts
Amherst. His research interests include the math-
ematical analysis of communication systems, in par-
ticular, error control coding, wireless networks, and
vehicular ad hoc networks. He is the recipient of the
NSF Faculty Early Career Development (CAREER)

Award, the Outstanding Junior Faculty Award from UMass, and the Outstand-
ing Graduate Research Award from Georgia Institute of Technology.

Dennis Goeckel (F’11) received the B.S. degree
from Purdue University in 1992, and the M.S. and
Ph.D. degrees from the University of Michigan,
in 1993 and 1996, respectively. Since 1996, he
has been with the Electrical and Computer Engi-
neering Department, University of Massachusetts
Amherst, where he is currently a Professor. He was
a Lilly Teaching Fellow from 2000 to 2001. He has
received the University of Massachusetts Distin-
guished Teaching Award in 2007. He has served
on the Editorial Board of a number of international

journals in communications and networking, including IEEE TRANSACTIONS

ON NETWORKING, IEEE TRANSACTIONS ON MOBILE COMPUTING, IEEE
TRANSACTIONS ON WIRELESS COMMUNICATIONS, and the IEEE TRANS-
ACTIONS ON COMMUNICATIONS. He received the NSF CAREER Award
in 1999.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChancery-MediumItalic
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 600
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 600
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


